
 
	

Cybercrimes	

	

Cyber	stalking	

Where someone is repeatedly and persistently followed and pursued online by email or other 
electronic means. 

 

Cyber	bullying	

Where someone harasses, embarrasses, taunts, insults, or uses threatening behaviour by 
using internet, email, or other electronic means. 

 

Hacking		

Where someone accesses or uses the computer, laptop, mobile device, email, or social 
network accounts of another person without authorisation or consent of that person (such as 
Google mail, Facebook, Twitter, and other social network sites). This includes destroying, 
deleting or altering any information residing on such devices or websites. 

 

Identity	theft	

Where someone uses the password or any other unique identification feature of another 
person without authorisation or consent of that person. 

 

Cyber	terrorism	

Where someone attempts to gain access to a computer, laptop or mobile device without 
authorisation or consent, or causes denial of access to the person who is authorised to access 
that computer, laptop or mobile device. 

 

Offensive	communication	

Where someone sends any grossly offensive information of another person which is known 
to be false for the purpose of annoying, inconveniencing, insulting, deceiving, or taking 
vengeance.  


